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What is the project about? 

The project is about learning the RSA encryption algorithm as there isn’t large strides or 
new contributions to this existing code. This is mainly an educational platform for new 
programmers like us to learn python.   

 
How do you/do you plan to solve this problem computationally? 

We are re-creating the RSA encryption algorithm from scratch and exploring different 
tradeoffs for the RSA code either faster algorithms or simpler algorithms. Then exploring the 
other side of finding ways to break the code as well as learning about finding breaks and / or 
problems existing in the code.     
 
What progress have you made up to this point? (research, code, etc.) 
 At this point in the project we have made a few little programs to calculate prime 
numbers, and have translated the code from an online RSA key generator to begin our 
investigation into RSA.  
 
What results are you expecting?            
 The results that we are expecting from our program to be able to run and secure the users 
such as classmates, friends, and family members. We are expecting to be able to get a replication 
of the RSA code that functions properly and is able to encrypt messages between our users. 
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