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Executive Summary:   
 
 At first, we needed to find the topic we wanted to find the answer to and begin to work 

hard to get the task done. We had a few bumps throughout the project, but are so close to 

completing the project and finding our solution. We worked on this project for many 

weeks and hope to conclude with helpful results. We began by starting with Netlogo and 

were a bit unsure of what needed to be done but we finally got onto track for where the 

project needed to go. We started with many different project names and finally decided 

on one. We looked at may other options, but decided to go with: what is the success rate 

of a hacker getting past an anti-virus-like software. Although we still have a little bit  

programming to be done, we are very close to completing the project. 

 

The problem we are investigating is: 

 Hackers are getting better and better at getting into peoples computers and this will be 

more and more of a problem as the technology age rises up. Hackers will get better and 

better at getting information they want. This means that anti-virus software will have to 

get better and better as well. So we have to work around the complications of anti-virus 

like software to the best of our abilities. The way we can do this is to combine different 

systems and make them all work together at once so that there is a more of a chance of 

the hacker not getting in to the system or taking valuable files. 

   

The Method We Used: 
 

 In the very beginning of the school year, we began with the confusing task of 

figuring out what the top our project would be on, and were also told that we had to 

model the problem in Netlogo. We then knew that we had great feats to accomplish by 

April, 2015. We brainstormed for about two weeks, thinking of many different ideas, and 

finally came to a conclusion: Can an Open WIFI Network Be Secure. We quickly 

realized that we had huge project, one that could have actually been many projects, and 

decided that we had to really narrow it down. We had many different topics and finally 

chose what is the success rate of a hacker getting past an anti-virus-like piece of software. 



Once we had finally chosen what our main topic was of the project, we quickly began 

researching what terminology to use and other various components to make our model 

look like what we wanted it to. We have been working hard, developing the overall look 

and feel of the program. We still need more work but have been trying to overcome our 

problems inside the model. Even though we have a limited amount of time, we have 

come a very long ways and plan to go further. 

 

Verification Of the Model:  

 We currently do not have complete results from our model, but are very close to 

finding them. 
  

The Results: 
 We are working very hard to find an outcome to which security system is best for 

the project, but currently do not have a complete set of results. 

 

Conclusion: 
 We do not have conclusions about our programming yet, but we are very close to 

analyzing and completing that part of the project. 
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